
Valmet Information 
Security Policy
• Valmet is committed to moving its customers’ performance forward.

We take proper care of the information security and privacy of Valmet as
a company, our employees and our customers. We provide our customers
with a unique offering that is secure by design.

• The role and purpose of Valmet’s information security policy is to protect
the confidentiality, integrity and availability of the information assets of
Valmet and its customers by managing and reducing the information risk.

• Information security is endorsed by Valmet’s executive team and
information security management at Valmet is organized to enable
a continuous information security management process to meet the
applicable requirements.

We fulfill our information security policy 
through our values:

Customers. We strive to take proper care of customer information 
assets and privacy and provide a unique offering that is secure by 
design.

Renewal. Our information security management process is based on 
continuous improvement through risk management. We promote 
new ideas to enhance the security of our operations and offering.

Excellence. Valmet’s information security management process is 
based on best practices and standards. It is regularly audited, and the 
audit results lead to continuous improvement.

People. Information security is properly organized, and all Valmet 
employees take responsibility for it. Awareness is promoted through 
constant campaigns and training.
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